HTTPS configuration for IE, Microsoft Edge, Google Chrome.
1.Create Certificate
Open the page which under System\Security
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Click “Create Certificate” and the following page will pop up. Fill in the information and click create after finishing.  
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When it completed, click the “Install” button to install. 
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After installation we will get the following page:
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Click the "Download" button to download the certificate. 
2. Install the certificate.
Windows Installation
1）Double-click on the certificate downloaded to install according to the reference picture below.
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Mac OS Installation 
1) Double-click the certificate[image: image14.png]


 
2) Open the window like shown below. Choose the new certificate in the list and right-click to open the menu.
3) Select “Get info”. 
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Set the items in the following image to ”Always Trust”.
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If all settings are correct, we will get the result like the following image：
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Reboot your Mac and it will work.
3.Enable https mode access.
Select the box for Enable. Click ”Save” and AATSS will reboot and enable Https mode. 
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4. Firefox Settings
Click the Settings button and open the menu. Then click the ”Options”. 
[image: image20.png]nNeo&ns|=

@ signin o Firefox >
U Protections Dashboard

£} NewWindow Cuen
0 NewPrvate Window  CuleShift=P

63 Restore Prvious esson

Zoom - %+ 2

Edit X B @
I Library >
0 Logins and Pssswords

Add-ons Cieshifte
£ Options

7 Customize...

OpenFie.. cuis0
Save Page As... CHlss

& print..

Q Find in This Page... Culef
More. >
Web Developer >

5 What's New >

@ Help >

O it Ctrl+ Shift+Q




Under “Privacy & Security” and click “View Certificates”. Follow the steps shown below to import certificate.[image: image21.png]O Find in Options
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